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Opleiding : De juridische
aspecten van internet
beheersen

Bescherming van persoonsgegevens, sociale netwerken en Al

Praktijkcursus - 2d - 14u00 - Ref. AJI
Prijs: 1360 € V.B.

Deze cursus stelt jein staat om de essentiéle grondslagen van het internetrecht
te begrijpen en dejuridische mogelijkheden en beperkingen van het gebruik van
internet, sociale netwerken en Al-tools te beoordelen. Je leert ook hoe je
procesvoering op het internet moet regelen.

@ Pedagogische doelstellingen

Aan het einde van de training is de deelnemer in staat om:

@ Deessentiéle fundamenten van internetrecht begrijpen

@ Dejuridische mogelijkheden en beperkingen van het gebruik van
het internet identificeren.
@ Voorkomen van en beschermen tegen persoonlijk letsel

@ Online geschillen beheren

Doelgroep
Directeuren, managers, advocaten, medewerkers van geschillenafdelingen.

Voorafgaande vereisten
Geen

Praktische modaliteiten

Praktisch werk
Casestudies, rollenspel, theoretische input en het delen van ervaringen.

Opleidingsprogramma

DEELNEMERS
Directeuren, managers, advocaten,
medewerkers van

geschillenafdelingen.

VOORAFGAANDE VEREISTEN

Geen

VAARDIGHEDEN VAN DE
CURSUSLEIDER

De deskundigen die de cursus leiden
zijn specialisten op het betreffende
vakgebied. Zij werden geselecteerd
door onze pedagogische teams zowel
om hun vakkennis als hun
pedagogische vaardigheden voor elke
cursus die zij geven. Zij hebben
minstens vijf tot tien jaar ervaringin
hun vakgebied en oefenen of
oefenden verantwoordelijke

bedrijfsfuncties uit.

BEOORDELINGSMODALITEITEN

De cursusleider beoordeelt de
pedagogische vooruitgang van de
deelnemer gedurende de gehele
cursus aan de hand van
meerkeuzevragen, praktijksituaties,
praktische opdrachten, ...

De deelnemer legt ook van tevoren en
naderhand een test af ter bevestiging

van de verworven kennis.




@ De juridische omgeving van het internet

Het internet-ecosysteem.

Eenoverzicht vanderisico's van IT eninternet.

Europese wetgeving: Al Act, Data Act, Digital Market Act, Digital Services
Act, GDPR.

Het nationale wettelijke kader voor bescherming specifiek voor het
internet: het LCEN, de DADVSI-wet, enz.

Wettelijke beperkingen met betrekking tot consumentenbescherming bij
overeenkomsten op afstand (B tot C).

De belangrijkste autoriteiten in Frankrijk en daarbuiten: ICANN, AFNIC,
CNIL, HADOPI, enz.

Praktisch werk
Discussies over de algemene kennis van de groep over het wereldwijde
juridische kader van het internet.

@ Juridische aspecten van het internet

De naam van de site beschermen: de verschillen tussen een bedrijfsnaam,
een handelsnaam, een handelsmerk en een domeinnaam.
Geautomatiseerde verwerking van persoonsgegevens: naleving van de
regels voor het verzamelen van persoonsgegevens.

e Verplichteinformatie.
e Auteursrecht enintellectueel eigendom op het internet.

Hoe zit het met het gebruik van een hulpmiddel met kunstmatige
intelligentie (ChatGPT, Claude, Mistral, NotebookLM, Copilot, Gemini,
etc)?

Praktisch werk
Praktische casestudy over het maken van een website.

@ Persoonlijk letsel en hoe het te voorkomen

Inbreuk op de privacy van klanten of werknemers.

Derisico's vanidentiteitsdiefstal.

Derisico's van de cloud.

Derol en verplichtingen van de functionaris voor gegevensbescherming
(DPO).

De veiligheidsverplichting (RGPD, NIS 2, DORA, LPM).

e Training en bewustmaking van personeel.

Dialoog met de CNILin geval van eeninspectie.

Praktischwerk
Voorbeelden van hoe de bescherming van persoonsgegevens is
geimplementeerd. Nadenken over de beste praktijken om aan te nemen.

@ Vrijheid van meningsuiting op het internet en de grenzen ervan

Smaad, belediging en kleinering.

Cyberpesten.

Respect voor privacy: persoonlijke rechten, beeldrechten.

Inhoud modereren en commentaar filteren.

Derol van platforms: een herinnering aan het onderscheid tussen uitgever
en gastheer van inhoud.

Praktisch werk
Voorbeelden van inbreuken op de privacy in verband met internet en sociale
netwerken. Voorbeelden vanjurisprudentie.

PEDAGOGISCHE EN TECHNISCHE
MIDDELEN

e De gebruikte pedagogische
middelen en cursusmethoden zijn
voornamelijk: audiovisuele
hulpmiddelen, documentatie en
cursusmateriaal, praktische
oefeningen en correcties van de
oefeningen voor praktijkstages,
casestudies of reéle voorbeelden
voor de seminars.

e Na afloop van de stages of seminars
verstrekt ORSYS de deelnemers een
evaluatievragenlijst over de cursus
die vervolgens door onze
pedagogische teams wordt
geanalyseerd.

e Na afloop van de cursus wordt een
presentielijst per halve dag verstrekt,
evenals een verklaring van de
afronding van de cursus indien de
stagiair alle sessies heeft bijgewoond.

TOEGANGSMODALITEITEN EN
TERMIJNEN

De inschrijving dient 24 uur voor
aanvang van de cursus

plaatsgevonden te hebben.

TOEGANKELIJKHEID VOOR
MINDERVALIDEN

Is voor u speciale toegankelijkheid
vereist? Neem contact op met mevr.
FOSSE, contactpersoon voor
mindervaliden, via het adres psh-
accueil@ORSYS.fr om uw verzoek en
de haalbaarheid daarvan zo goed

mogelijk te bestuderen.




@ Beheer vanrechtszaken op internet

e Deverschillende soorten geschillen: civiele/commerciéle geschillen,
civiele of strafrechtelijke procedures.

e Omgaan met internationale uitwisselingen: toepassing van internationaal
privaatrecht, justitiéle samenwerking.

e Hetinternationale karakter vaninternetgeschillen: hoe zit het met feiten
diein het buitenland zijn gepleegd? Een medecontractant diein het
buitenland is gevestigd?

Praktisch werk
Casestudy van internetgerelateerde rechtszaken.

Data en plaats

KLAS OP AFSTAND PARIS LA DEFENSE
2026: 26 maa., 18 juni, 8 okt. 2026: 26 maa., 18 juni, 8 okt.
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